KoHTpo/1bHO-01IeHOYHBbIE CPeACTBA I POBEIeHNUs TEKYIero
KOHTPOJISt
no OI'C2.03 UHocTpaHHBIN SA3BIK
(3 kypc, 6 cemectp 2022-2023 yu. r.)

Texkywmmit konTpoab Nel

®opma koHTpoJsi: CamocTosiTenbHas padota (Onpoc)
OnucaresbHas yacTh: [luceMennas camocrositenbHas pabora
3aganue Nel

IIpoyuTaiiTe TEKCT, MUCbMEHHO MepeBeAuTEe CO CJ0BAPEeM

Hardware

Mechanical, magnetic, electronic and electrical devices composing a computer system are referred to as
hardware. Hardware is divided into four categories: input devices; processing devices; storage devices;
output devices. The purpose of the input devices is to collect data and to convert it into a form suitable for
computer processing. The most common input devices are a keyboard and a mouse. Other input devices
may be: a scanner, a microphone, a joystick, a photo or video camera.

The purpose of the processing devices is to retrieve, interpret and direct the execution of the commands
provided to the computer. With a well-designed CPU you can perform highly sophisticated tasks in a very
short time. Memory is the system component of the computer where information is stored. There are two
types of computer memory: RAM and ROM. The purpose of the storage devices is to store commands
and data in a relatively permanent form and to retrieve them when needed for processing. The most
common storage devices are: hard disk, floppy disk, different kinds of compact disks and so-called “flash
drives”.

The purpose of the output devices is to show the user the information produced by a computer system.
Information may be output in a hardcopy or a softcopy form. The examples of output devices may be a
printer, a monitor, an audio system etc.Modem represents communication hardware used for data transfer
from one computer to another via telephone lines.

Onenka |Ilokasarenu oueHKH

3 Henonueiit nepeBon. Hapyiaercs npaBUiIbHOCTD Nepeiavll XapaKTEPHbIX 0COOCHHOCTEMN
CTHJIS IEPEBOAMMOT0 TeKcTa. OTCYTCTBYIOT IpyOble TEPMUHOIOTUYECKHE UCKAXKEHUSI.

4 [Tonnsriii nepeBos. CobiroaeTcst TOYHOCTH Mepeadn coaepkanus. [IpucyrcTByror
HE3HAYUTENIbHBIC HAPYIIECHUSI TEPMUHOJIOTHH U XapaKTEPHBIX 0COOEHHOCTEH CTHIIS
MEePEeBOIUMOTO TEKCTA.

5 [Monuslit mepeBo. CobmogaeTcss TOYHOCTD Nepeaayu coaepkanus.OTCYTCTBYIOT CMBICIIOBBIE
Y TEPMUHOJIOTMYECKUE UCKAKEHUs. TBOPUECKUI MTOAXO0 K IIEpeiade XapaKTePHbBIX
0COOEHHOCTEH CTHIISI IEPEBOIUMOTO TEKCTA.

3aganue No2

IIpoyuTaiiTe TEKCT, MUCbMEHHO MEepeBeAuTEe CO CJ0BAPEeM



Software

Software represents programs for directing the operation of the computer. Software is the final computer

system component.

The computer is a general-purpose machine that requires specific software to perform a given task.

Computers can input, calculate, compare and output data as information. Software determines the order

for performing these operations.

There are 2 types of programs: system software and application software.

System software controls standard internal computer activities. An operating system is a collection of

system programs that aid in the operation of the computer regardless of the application software being

used. None of applications can be run without an operating system.

Some system programs are designed for specific parts of hardware. These programs are called drivers.

They coordinate peripheral hardware and computer activities.

Application software satisfies user’s specific needs. With the help of application programs you can create,

process or simply view files of different types: documents, pictures, photo or video images, spreadsheets,

databases etc.

Communication software transfers data from one computer system to another. Different companies
roduce various types of communication software, for example, Web-Browsers for Internet

Onenka |Ilokaszarenu oneHKH

3 Henonnelit nepesoa. Hapymaercs npaBUibHOCTD MEpeauu XapaKTepHbIX 0COOEHHOCTEH
CTHJIS IEPEeBOUMOro TekcTa. OTCYTCTBYIOT IpyOble TEPMUHOIOIMUECKUE UCKAKEHUSI.

4 [Tonnerit nepeBoa. CobmogaeTcst TOYHOCTH Mepeaadn coaepxkanus. [IpucyTcTBytor
HE3HAYMTEIIbHBIC HAPYIIEHUS TEPMUHOJIOTHH M XapaKTePHBIX 0COOCHHOCTEN CTUIIS
MEepEeBOAUMOrO TEKCTA.

5 [Tonnsriii nepeBos. CobmronaeTcss TOYHOCTD nepeaadn coaep:kanus. OTCYTCTBYIOT CMBICIIOBBIC
Y TEPMUHOJIOTMYECKUE UCKAKEHUS. TBOPUECKUI MOAXO0 K IIEpeiaue XapaKTePHbIX
0COOEHHOCTEH CTUJISI IEPEBOAUMOI0 TEKCTA.

Texkymmnii KOHTPOJIb Ne2

dopma koutpoJsi: Tectuposanue (Ompoc)
OnucartesabHas yacTh: [IMcbMeHHOE TeCTUPOBaHKE
3aganue Nel

Bbi0epuTte npaBuJIbLHBIH BAPHAHT

3aganue 1.

The soap opera star Jessica Bilges ... of cancer. She ... only 65.

1. - had died / was being
2. - has died / was

3amanme 2.
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She ... to play tennis since she ... her arm.

1. - hasn’t been able / broke
2. - has been able / broke

3aganue 3.
This is the first time I ... Jack ashamed.

1. - saw
2. - have seen

3ananue 4.

It won’t be the first time she ... me down.

1. let
2. - has let
3aganue 5.

After she ... hospital, she had a long holiday.

1. - left
2. - has left
3ananue 6.

After Sam ..., he will be spending 5 month abroad.

1. - left
2. - has left
3aganue 7.

I’ll contact you the minute I ... my exam results.

1. - got
2. - have got
3aganue 8.

I ... a lot this week, but I have to give the book back this week, so I am determined to read it till the end.

1. - have read
2. - read

3aganue 9.
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I ... to the dentist yesterday.

1. - have gone
2. - went

3aganue 10.

I ... three lectures today and I still have two more later this afternoon.

1. - have had
2. - had
Onenka |Ilokaszarenu oneHKH

Ot 30% 1o 69% (BbIONHEHO 3-6 3aMaHMIN)
3ananme 1.2
3apanme 2.1
3ananme 3.2
3ananme 4.1
3ananme 5.2
3ananme 6.2
3ananme 7.2
3ananme 8.1
3ananme 9.2

3aganue 10.1
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4 Ot 70% no 89% (BbITIONHEHO 7-8 3a7aHMIT)
3ananme 1.2
3apanme 2.1
3ananme 3.2
3ananme 4.1
3ananme 5.2
3ananme 6.2
3ananme 7.2
3ananme 8.1
3ananme 9.2

3aganue 10.1

5 Ot 90% 10 100% (BbImoOHEHO 9-10 33MaHMIA)
3ananmue 1.2
3ananmne 2.1
3ananmue 3.2
3ananmne 4.1
3ananmue 5.2
3ananmue 6.2
3ananmue 7.2
3ananmne 8.1

3amanue 9.2

3amanue 10.1

Texkymuii KOHTPOJIb Ne3
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®opma kouTpoJsi: Jomamrnss padota (CpaBHEHHE C aHATIOTOM)
OnucaresibHasi YaCTh: TOMAIIHAS paboTa ¢ OTPabOTKON YMEHUI U HABBIKOB
3ananue Nel

IIpouuTajiiTe TEeKCT, NUCHbMEHHO MEepeBeauTe CO CJ0BAPEM
Distance Learning

Internet presents the largest and the most powerful network in the world. By linking a growing number of
colleges, universities, schools, companies and citizens to the Internet, vast opportunities open up for the
teachers at distance to bridge time and space in order to reach students. Distance learning is a term used to
describe the learning process in which a source of knowledge and a recipient of knowledge are at a
physical distance, and mediated by ICT (Information and Communications Technology). "There is no
doubt that these technologies require a more modern and, according to functional logic, a more
appropriate pedagogical-psychological and methodological-didactic theoretical basis as a necessary
assumption of their immediate implementation in the planning, organization and implementation of
distance education. All the more so if one takes into account the fact that the primary issue throughout the
world is the struggle to increase the quality, efficiency and effectiveness of education. In this sense,
distance education, supported by modern information technology, multimedia, offers almost limitless
opportunities to users who, of course, must bear in mind its limitations". This technology would enable
the monitoring of teaching from home, that is on a home personal computer when the student is unable to
come to school for various reasons (illness, storm). It is important that online education serves as a
supplement to traditional learning. All that we believe can be done better in a traditional classroom should
remain. We must not allow online teaching to become its own purpose; it should be a type of teaching
that will help us to improve our classical education.

OI_ICHKa Ilokazarenu oLiIeHKH

3 Henonueiit nepeBon. Hapyiaercs npaBUiIbHOCTD NEepeayil XapakTEPHbIX 0COOCHHOCTEMN
CTHJIS IEPEBOJMMOTro TeKcTa. OTCYTCTBYIOT IpyOble TEPMUHOIOTUYECKHE UCKAXKEHUSI.

4 [Tonnsiii nepeBo. CobiroaeTcss TOYHOCTD Mepeaadn coaepkanus. [IpucyTcTByror
HE3HAYUTENIbHbIC HAPYIICHUS TEPMUHOJIOTUU U XapaKTEPHBIX OCOOCHHOCTEH CTUIIS
MEPEBOIUMOTO TEKCTA.

5 [Tonuslit nepeBos. CobmrogaeTcss TOUHOCTD Nepeaayn coiepkaHus. OTCYTCTBYIOT CMBICIIOBBIE
Y TEPMUHOJIOTMYECKUE UCKAKEHUs. TBOPUECKUI MTOAXO0 K IIEpeiade XapaKTEPHbBIX
0COOEHHOCTEH CTHIIS IEPEBOIUMOrO TEKCTA.

Texkymmuii KOHTpoOJIb Ned

®opma koHTpoJs: JJomamHss padora (CpaBHEHHE ¢ aHATIOTOM)
OnucareabHasi yacTb: Jlomainsas padoTta ¢ 0TpaOOTKON YMEHUI U HABBIKOB
3aganue Nel

HphonTe TEKCT 3JICKTPOHHOTI0 MUCbMaA. IIncbMeHHO OTBETHTE HA BOIIPOCHI.

cTp. 6 u3 9



Read thi s email. Answer these questions.

1 How many security features wil 1 the company have?

2 Whic h security feature wil 1 stop attacks on the company network?

3 What solution wil 1 protec t custome r contacts and login boxes?

4 What wil I protec t private user information sent over the network?

5 What wil | the two-factor authentication prevent? 6 What wil 1 protec t information?

TO: All Employees A
From: IT Director
Subject: Online transactions security

We are developing new website security features. We will have a virtual private
network with a firewall which will help stop cyber aftacks on the network perimeter.
The web application protection firewall (WAF) will protect our website from hacker
attacks on customer contacts and login boxes. Secure Socket Layer (SSL) will create
a secure connection for the users. We will have two-factor authentication (2FA).
Website administrators will go through two layers of security before they access the
hosting environment. This will prevent password leaks. All data will have encrypted
backup to protect sensitive information.

| am sure the company will benefit from the new security measures.
Thank you

Hamda Banna v

Oruenka

Tloka3zaTenu oneHKH

3

Jlan oTBeT Ha 2 BoMpoca U35, IMEIOTCSI He3HAUUTEIbHBIE TPAMMATHYECKHE OINOKH, HEe Ooliee
TpeXx (MPOIyIIEH apTHKIb, opMa Iiiarosia B 3., €/1.4.), HOPSJIOK CJIOB B IIPEII0KCHUN
co0JII0/ICH, BUIO-BPEMEHHBIE (POPMBI I11aroj0B COOTBETCTBYIOT (hopMe BOIpoOca.

Jan otBeT Ha 3-4 Bompoca u35, UMEIOTCS He3HAYUTEIIbHBIC TPAMMAaTHYECKUE OIUOKH, HE
Oosee Tpex (IpOMyIIeH apTUKIb, popma rinarona B 311., €/1.4.), MOPSIOK CIIOB B TIPEIOKCHUH
coOJTI0/IeH, BUJIO-BPEMEHHBIE (POPMBI TIIar0JI0B COOTBETCTBYIOT (hopMe BOIIpoca.

Jla" OTBET Ha BCE€ BOMPOCHI, UMEIOTCS HE3HAYUTENbHBIC TPaMMaTHYECKUE OIHOKH, HE Ooee
TpeX (MPOIyIIeH apTHKIb, opMa Iiiarosia B 3., €/1.4.), HOPSJIOK CJIOB B IIPEIITI0KCHUT
co0JII0/ICH, BUO-BPEMEHHBIE (POPMBI II1aroj0B COOTBETCTBYIOT (hopMe BOIIpOca.
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Saganue No2

IIpouTHuTe NpeNI0:KEeHHYIO CUTYAIUIO0, 00AyMaiiTe U NpPea10KUTe cBOil BanpuanT. Hanummure
coo0meHue-pa3BepHyThii oTBeT. (10-15 npenioxkenuii).

You are setting up a new compute r workstation wit h a network connection. Your client wants to use the
set-up for online purchases, bank dealing and financial transactions securely. Talk about what security
solution you wil | install. Present your solution in a written form.

OI_ICHKa Ilokazarenu OoLiICHKH

3 Coo01enne coctaBieHo, 00beM: 5-7 TIPENTI0KEHHM, UCTIOTh30BaHbl U3YUCHHBIC JIEKCHUECKUE
€IMHHUIIBI, UMEIOTCS He3HAYUTENIbHbIE TPAMMATUYECKHE OLTUOKH, HEe OoJiee TpeX (pomyIieH
apTHKJIb, GopMa riiarona B 371., €11.9.), TOPSIOK CIIOB B TIPEJIOKEHUU COOIIOICH;

4 Coob1ienue cocraieHo, 00beM: §8-10 mpeiokeHui, UCTI0NIb30BaHbl U3yUEHHbIE
JIEKCUYECKHE €TMHUIIbI, UMEIOTCSl HE3HAUUTEIbHbIE TPaMMaTHUECKHE OIIUOKHU, He 0oJiee Tpex
(mporyiieH apTukib, popma raarosa B 3i1., €1.4.), HOPSA0K CIIOB B IPEJUI0KEHUU COOIIOICH;

5 Coobmenne coctaBieHo, 00beM: 11-15 mpeannoxxeHunit, HCOIb30BaHbl U3YUEHHBIE
JICKCUYECKHUE eTUHUIIBI, UMEIOTCSl He3HAUUTEIbHbIE TPaMMaTHUECKHE OIUOKHU, He OoJiee Tpex
(mpormyieH apTukIb, (hopma raaroia B 3i1., €11.4.), MOPSIO0K CJIOB B MPEIOKEHUN COOITIONICH;

3aganue Ne3

3anoyiHMTe NpONycKe HA KAPTHHKE CJI0BAMHU H BbIpakeHUsIMU M3 cnucka. [lepeBenure n1anHble
CJI0BA M BHIPA’KEHHUA HA PYCCKMIl A3BIK.

Label the network diagram with the correct item 1-8.
1 the Internet

2 the local area network

3 the hardware firewall (with a router )

4 computer with firewall software

5 outbound traffic

6 inbound traffic

7 restricted traffic

8 allowed traffic
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Ouenka |Iloxa3arenu oneHKH

3 Bepno 3anonneno 3-4 npomnycka us 8.
4 BepHno 3anonHeHo 5-6 nponyckos u3 8.
5 Bepno 3anonneno 7-8 npomnyckos u3 8.

cTp. 9 u3 9
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